
 
Getting started with Citrix 

 
 

This document offers guidance for: 

 

• IE browser settings to support Citrix (page 2). Do this for each computer. 

• Installation of Citrix (page 11). Do this for each computer. 

• A time-test of internet connectivity (page 16). You need to do this only once for 

your network. 

 

To complete the Citrix install, you will also need the file named <ica32web.msi>, 

downloadable from the SCEIS website at  

http://www.sceis.sc.gov/content/implement/implementation-schedule.htm 

 

At the same location you will find the Organization Technical Infrastructure Readiness 

Guide. 

 



Work Instruction  Internet Explorer Citrix Settings 

 
 
Purpose  
Use this procedure to adjust Internet Explorer’s settings to accommodate full Citrix functionality. 
Trigger  
Perform this procedure when installing a fresh copy of Citrix or adjusting Internet Explorer to 
accommodate an existing version of Citrix.  
 



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

Procedure  

1.  Start the transaction using the menu path or transaction code. 

Desktop  

2.  

Double-click Desktop control . 



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

 
SCEIS > Home - Microsoft Internet Explorer 

3.  Click Tools main menu .  

4.  Click Internet Options menu item .  



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

 
Internet Options  

5.  Click Security tab control .  



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

 
Internet Options  

6.  

Click Select a zone to view or change security settings. control .  
7.  Click Sites button .  



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

 
Trusted sites  

8.  As required, complete/review the following fields: 

 Field  R/O/C  Description  

Add this 
website to the 
zone:  

R  Example:  
https://sceisgateway.sc.gov  

 

9.  Click Add button .  

10.  As required, complete/review the following fields: 

 Field  R/O/C  Description  

Add this 
website to the 
zone:  

R  Example:  
https://srmwebgui.sc.gov  

 

11.  Click Add button .  

12.  Click Close button .  



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

 
Internet Options  

13.  Click Privacy tab control .  



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

 
Internet Options  

14.  Clear the Pop-up Blocker check box .  

15.  Click Apply button .  

16.  Click OK button .  



Work Instruction  Internet Explorer Citrix Settings 

 
 

 

Result  
You have now added https://sceisgateway.sc.gov and https://srmwebgui.sc.gov as trusted sites and 
successfully turned OFF the Internet Explorer pop-up blocker.  
 



Work Instruction  ica32web.msi Install Procedure 

 
 
Purpose  
Use this procedure to install the ica32web.msi file.  This file is needed in order to access SAP through 
Citrix.    
Trigger  
Perform this procedure when the Citrix ica32web.msi file is not installed or not working properly.  
 
Prerequisites  

•  Ensure that https://sceisgateway.sc.gov is a trusted site. 
•  Ensure that https://srmwebgui.sc.gov is a trusted site.  
•  Ensure that the Internet Explorer pop-up blocker is turned OFF. 



Work Instruction  ica32web.msi Install Procedure 

 
 

 

Procedure  

1.  Start the transaction using the menu path or transaction code. 

Desktop  

2.  

Double-click Desktop control . 



Work Instruction  ica32web.msi Install Procedure 

 
 

 

 
Open File - Security Warning  

3.  Click Run button .  



Work Instruction  ica32web.msi Install Procedure 

 
 

 

 
Citrix Presentation Server Client Setup 

  
4.  Click Next > button .  

5.  Click I accept the license agreement radio button .  

6.  Click Next > button .  

7.  Click Next > button .  

8.  Click Next > button .  

9.  Click Finish button .  



Work Instruction  ica32web.msi Install Procedure 

 
 

 

Result  
You have now successfully installed the ica32web.msi file.  You should now be able to login to the 
https://sceisgateway.sc.gov and access SAP. 
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